Apply Now: UC Tech Academy: 2024 Digital Risk Leadership Program

For UC leaders in security, privacy, legal, audit, law enforcement, risk, compliance, or public safety

e Do you work on security issues—though you’re not a digital risk or cyber professional?
e Or do you work with many other fields—though your job and expertise are cybersecurity?

These days, everyone must collaborate on digital risk. And if you’re in a senior role—especially if you
work in security, privacy, legal, audit, law enforcement, risk, compliance, or public safety—you need to be
a digital risk leader.

Well, there’s a new program just for you.

Offered through UCOP and UC Berkeley Executive Education, this intensive six-day program is for 30-40

UC personnel in the various functions that intersect around digital risk and cyber. The program offers:
e advanced training in current and emerging digital risk and cybersecurity issues,

focused sessions on communications, response, and location case studies,

leadership skills in negotiation, conflict resolution, communications, and strategic thinking, and

network building with UC colleagues from interrelated fields.

Logistics
The 2024 Digital Risk Leadership program takes place in person at UC Berkeley over the course of two
modules:

e Module 1: May 21, 22, and 23

e Module 2: September 24, 25, and 26

Participants must attend all six days of the program. All program costs and daily meals are provided as
part of the program tuition not to exceed $6,000. Final tuition to be determined after final participant
count and sponsor opportunities are confirmed. Individuals will coordinate their own travel and lodging
and participants’ departments will be responsible for covering these costs.

Curriculum
Courses are taught by faculty from UC Berkeley’s Haas School of Business, UC executives, and other
experts from industry and the public sector. Through interactive sessions and in-depth presentations,
the program prepares UC leaders to become change agents and, from their various functions and roles,
to collaborate effectively on digital risk at UC. Sample courses may include:

e Leadingin the UC Ecosystem

e UC Digital Risk Management — Partners in Defense

e Synthesis and Learning to Action

e Digital Risk Foundations

e Change Leadership

e Cyber Communications - Preparedness and Response

e Leading Cybersecurity through Innovation

e The Defender's Advantage

e Case Study by UC Leader

e Negotiations and Conflict Resolution

e Becoming a Cyber Leader / Privacy / Negotiations and Conflict Resolution

e Opportunities and Challenges with Al

e Becoming a Changemaker

e Going Forward



How to Apply

Individuals in senior roles in security, privacy, legal, audit, law enforcement, risk, compliance, or
public safety (from any area at UC—administration, academia, research, or health) are
encouraged to apply. The program is open to 30 — 40 individuals, with approximately 5 slots
reserved for each of the functions listed above.

The

deadline to submit application forms to Kristin Cordova at kristin.cordova@ucop.edu is April

5, 2024, at 5:00 pm. Only applications received by the published deadline will be considered.

App

licants will be notified about the status of their application by April 19,2024.

Application Form

UC Tech Academy: 2024 Digital Risk Leadership Program
Deadline: April 5, 2024

Plea

se complete all fields below.

1. This participant is nominated by: (Enter first + last name of unit head here)

Participant First and Last Name:

Participant Email Address:

Participant Phone Number:

Department billing information for inter-campus recharge: (Enter local charge code here, or billing contact)

6. Current Position: (Title, Organization, Start Date)

Previous Position: (Title, Organization, Start Date, End Date)

Provide a brief statement (no more than 100 words) about your professional interests, and how your role

engages with cybersecurity issues.
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