University of California

Student Tuition, Fees and Receivables Audit Program 

Total Estimated Time to Complete – 300 hrs

I. Audit Approach

As an element of the University’s core business functions, Student Tuition, Fees and Receivables will be audited once every three to five years using a risk-based approach.  Fees charged to student for personal services provided by auxiliary and service enterprises are not included in the scope of this audit program.  The minimum requirements set forth in the “general overview and risk assessment” section below must be completed for the audit to qualify for core audit coverage.  Following completion of the general overview and risk assessment, the auditor will use professional judgment to select specific areas for additional focus and audit testing. 

II. General Overview and Risk Assessment (Estimated Time to Complete – 90 hrs.)
At a minimum, general overview procedures will include interviews of department management and key personnel; a review of available financial reports; evaluation of policies and procedures associated with business processes; inventory of compliance requirements; consideration of key operational aspects; and an assessment of the information systems environment.  During the general overview, a detailed understanding of the management structure, significant financial and operational processes, compliance requirements, and information systems will be obtained (or updated).  

As needed, the general overview could incorporate the use of an internal control questionnaire, process flowcharts, and the examination of how documents are handled for key processes. 

 A.
The following table summarizes audit objectives and corresponding high-level risks to be considered during the general overview:

	Audit Objective
	Areas of Risk

	Obtain an understanding of significant processes and practices employed in the implementation of the local Student Tuition and Fees and Receivables, specifically addressing the following components:

· Management philosophy and operating style, and risk assessment practices.

· Organizational structure, and delegations of authority and responsibility.

· Positions of accountability for financial and programmatic results.

· Process strengths (best practices), weaknesses, and mitigating controls.

· Information systems, applications, databases, and electronic interfaces.
	· Poor management communication regarding expectations could result in inappropriate behavior.

· Lack of proper assessment of external and internal risk factors could impact achievement of campus goals and objectives.

· Inadequate separation of duties for activities could create opportunities for fraud.

· Inadequate accountability for the achievement of financial or programmatic results may decrease the likelihood of achieving results. 

· Processes and/or information systems may not be well designed or implemented and may not yield desired results, i.e., accuracy of financial information, operational efficiency and effectiveness, and compliance with relevant regulations, policies, and procedures.

· Inadequate monitoring could result in non-adherence to established controls.


B. The following procedures will be completed as part of the general overview whenever the core audit is conducted:

General Control Environment

1. Interview key managers responsible for Student Tuition, Fees and Receivables activities to identify and assess their philosophy and operating style, regular channels of communication, and all internal risk assessment processes.

2. Obtain the organizational chart, delegations of authority, and management reports of each of units responsible for the various activities related to Student Tuition, Fees and Receivables.

3. Interview select staff members to obtain the staff perspective.  During all interviews, solicit input on concerns or areas of risk. 

4. Evaluate the adequacy of the organizational structure and various reporting processes to provide reasonable assurance that accountability for financial results is clearly demonstrated. 

5. If the organizational structure and various reporting processes do not appear adequate, consider alternative structures or reporting processes to provide additional assurance.  Comparison to similar local departments, or corresponding departments on other campuses, may provide value in this regard.

Business Processes

6. Identify all key activities (establishment/levy, assessment and billing, fee adjustments or allowances, collection and write-off, and distribution) and gain an understanding of the business processes and the positions with process responsibilities. 

7. For financial processes, document positions with responsibility for initiating, reviewing, approving, and reconciling financial transaction types.  Document processes via flowcharts or narratives identifying process strengths, weaknesses, and mitigating controls.  

8. Conduct walk-throughs of various processes.

9. Evaluate processes for adequate separation of duties and proper authorizations and approvals to provide reasonable assurance that University resources are properly safeguarded.

Information Systems

10. Interview department information systems personnel to identify all relevant information systems, applications, databases, and interfaces (manual or electronic) with other systems.  For example, the following information should be obtained:

a. Is this an electronic or manual information system?

b. Was the system developed in-house or is it vendor supported?

c. Does the system interface with core administrative information systems?  If yes, is that process manual or electronic?

d. What type(s) of source documents are used to input the data?

e. Who has access to the data in the system?

f. What type of access and edit controls are in place within the automated system?

g. How are transactions reviewed and approved with the system?

h. Who performs reconciliation of the system's output to ensure correct information?

i. Is a disaster/back-up recovery system in place?

j. What is the retention period for source documentation and system data?
k. Are there any significant system enhancements or upgrades planned in the near future?
l. Are there any concerns about the system and its overall functionality?
11. Obtain and review systems documentation, if available. 

12. Document information flow via flowcharts or narratives, including all interfaces with other systems.  Consider two-way test of data through systems from source document to final reports, and from reports to original source documents.   

13. Evaluate the adequacy of the information systems to provide for availability, integrity, and confidentiality of University information resources.

C.  Risk Assessment

Following completion of the general overview steps outlined above, a high-level risk assessment should be performed and documented in a standardized working paper (e.g., a risk and controls matrix).

In addition to the evaluations conducted in the general objectives section, the risk assessment should consider consideration and/or analysis of the following (not all inclusive):

· Tuition/fees collected by programs (e.g., regular or summer session, university extension, etc.)

· Tuition/fees categories (e.g., resident/non-resident, graduate/undergraduate, professional)

· Tuition/fees distributed by recipients

· No. fees assessed

· Receivables balances

· Collection history

· Write-offs

· Resolution of prior audit observations

· Results of recent internal or external reviews

· Recent changes in organizational structure, policies or procedures, laws or regulatory requirements, etc.

· Pending litigation or actions
Financial (Estimated Time to Complete – 80 hrs.)

A.
The following table summarizes audit objectives and corresponding high-level risks regarding financial reporting processes:

	Audit Objective
	Areas of Risk

	Evaluate the adequacy, accuracy and integrity of financial reporting, specifically addressing the following components:

· Student tuition and fees

· Scholarship and/or fee allowances

· Student fee receivables


	· Misstatement of tuition, fees, or allowances

· Overstatement of receivables.

· Misclassification of tuition, fees, or allowances

· Improper distribution of tuition and fees

· Lack of proper segregation of duties

· Lack of proper authorization and/or approval




B.
The following procedures should be considered whenever the core audit is conducted:

1. Identify all applicable financial reporting methods.  Obtain and review copies of recent financial reports.

2. Gain an understanding of the different methods used to monitor edits and variances.

3. On a test basis, evaluate the accuracy and reliability of financial reporting (consider using ACL to independently extract and summarize data).  Such tests might includes the following:
a. Perform analytical procedures using student enrollment data and/or financial aid information.

b. Examine tuition and fee assessments before and after fiscal year end for proper cutoff.

c. Agree total per the receivables subsidiary ledger to the general ledger control account.

d. Obtain aging schedules and trace selected accounts to the subsidiary ledgers.

e. Confirm receivables.
f. Scan the detailed listing of student fees and receivables and investigate significant unusual items.

g. Inquire about the allowance for doubtful accounts and the process used by management to write-off delinquent student receivables.
III. Compliance (Estimated Time to Complete – 80 hrs.) 

A.
The following table summarizes audit objectives and corresponding high-level risks regarding compliance with policies and procedures, and regulatory requirements: 

	Audit Objective
	Areas of Risk

	Evaluate compliance with applicable policies, laws, and/or regulations, e.g.: 

· Campus financial/accounting policies & procedures

· University policies and/or directives

· University budget initiative

· Governor’s budget initiative

· Campus organizations fee initiatives

· State laws and regulations

· Applicable federal laws and regulations.


	· Failure to properly assess, collect, or disburse approved fees.

· Inaccurate or inconsistent reporting of student fees and receivables.

· Sanctions from regulatory agencies.


B.
The following procedures should be considered whenever the audit is conducted:

1. Identify, and review for adequacy, applicable policies, procedures, initiatives, laws and regulations that govern the following:

· Levy/Establishment

· Assessment and Billing

· Adjustments/Allowances

· Collection and Write-off

· Distribution

2. Obtain campus tuition and fee schedules (include university extension) for period being reviewed.

3. Review tuition and fee initiatives to identify purpose of the various fees.

4. Identify campus individuals with responsibility for administering and ensuring compliance.

5. Identify and assess the adequacy of controls to ensure compliance with those policies, procedures, initiatives, laws and regulations deemed significant.

6. Select those control activities deemed significant and conduct tests to determine whether they are being conducted.

7. Conclude as to the campus’ compliance with policies, procedures, initiatives, laws, and regulations applicable to Student Tuition/Fees and Receivables.

IV. Operational Effectiveness and Efficiency (Estimated Time to Complete – 30 hrs.) 
A.
The following table summarizes audit objectives and corresponding high-level risks regarding operational effectiveness and efficiency:

	Audit Objective
	Areas of Risk

	Evaluate the campus processes to ensure campus operations are effective and efficient, specifically addressing the following areas:

· Levy/Establishment

· Assessment and Billing

· Collection and Write-off

· Adjustments/Allowances

· Distribution

Evaluate campus effort to measure and monitor effectiveness and efficiency.
	· Bad publicity due to poor service, improper referral to collection, or withholding of degree.

· Claims against University for incorrect assessment of fees for student initiatives, thereby impacting funding for student projects.

· Duplication of effort due to cross-functional nature of process.

· Delays in distribution of fees to organizations due to inefficient processes.

· Lack of measurement and/or monitoring system.


B. Based on the information obtained during the general, financial and compliance overview, evaluate whether any operations should be evaluated further via analytical or detailed testing.  For example, the following should be considered:

· Staff FTE to enrollment

· Staff budget

· Student feedback regarding delivery of service

· Amount collected compared to total assessed

· No. accounts referred to outside collection

· Total allowances compared to total assessed

· Other industry specific performance measures and benchmarks

V. Information Systems (Estimated Time to Complete – 20 hrs.) 

A.
The following table summarizes audit objectives and corresponding high-level risks regarding information systems:

	Audit Objective
	Areas of Risk

	Evaluate the following information systems, applications, databases, system interfaces, and records practices.

· Any departmental electronic or manual system used in the following processes:

· Levy/Establishment

· Assessment and Billing

· Collection and Write-off

· Adjustments/Allowances

· Distribution

· Electronic or manual interfaces between departmental systems, applications, and/or databases.

· Electronic or manual interfaces with core administrative information systems.

· Records management policies and practices for both hardcopy and electronic records.
	· Breach of security for confidential information that could require significant effort by the campus to notify students of security breach  

· Poorly designed or implemented applications

· Duplicate entry of data

· Unreliable data

· The confidentiality, integrity, and availability of data may be compromised by ineffective controls (physical, logical, operational).

· Inadequate disaster recovery and business continuity planning

· Inadequate records management policies and practices


B.
Based on the information obtained during the information systems overview, evaluate whether any systems should be evaluated further via inquiry or detailed testing.   At a minimum, identify any significant changes to information or communication systems that impact Student Tuition, Fees and Receivables.

 C.
If warranted, perform the following detailed testing:

1.
Review system input/output reports for a selected period of time.

2.
Consider test of key edits using simulated data.  Experienced auditors should perform this test with full disclosure to operating personnel.
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